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About Me
▪ 30+ years of software development and cybersecurity 

experience

▪ Recovering software engineer

▪ BS in Information Systems from NKU 

▪ Adjunct at Cincinnati State Technical and Community 

College and Gateway Community and Technical College

▪ 25+ years of local government service: 8 terms on Fort 

Wright City Council, 3rd term Mayor of Fort Wright, 

Kentucky
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Privacy

▪Compliance requirements increasing:

▪19 states have a consumer data privacy law

▪  GDRP / CCPA / CMMC / HIPAA / HB 96



Never has a 

technology 

made us so 

excited and 

terrified at the 

same time



“a machine-based system that, for a given set of 

human-defined objectives, can make predictions, 

recommendations, or decisions influencing real 

or virtual environments through processes such 

as learning from experience, adapting to new 

inputs, and executing tasks associated with 

human cognitive functions like reasoning and 

problem-solving” - Grokipedia

Artificial Intelligence (AI)





























“A large language model is a type of artificial 

intelligence (AI) algorithm that uses deep 

learning techniques and massively large data 

sets to understand, summarize, generate and 

predict new content.” – WhatIs.com

Large Language Model (LLM)

https://www.techtarget.com/searchenterpriseai/definition/AI-Artificial-Intelligence


“Synthetic Media”

▪Text

▪Audio

▪Video

▪ Image

General GAI Types



▪Grok

▪Gemini

▪Copilot

▪Llama

▪Anthropic

▪Perplexity

▪Ollama

▪PMI Infinity 2.0

Common General Purpose GenAI



Autonomous artificial intelligence systems designed to 

achieve specific goals with minimal human supervision. 

Unlike traditional AI, which operates within predefined 

constraints and requires human intervention, agentic AI 

exhibits autonomy, adaptability, and goal-driven behavior. – 

Copilot

▪ Key Features:

▪ Autonomy

▪ Environment Interaction

▪ Execution and Orchestration

▪ Goal-Oriented

Agentic AI / AI Agents





▪Productivity gains / content creation

▪Data analysis and insights

▪Cost reduction

▪Education and skill development

▪Idea generation

General AI Benefits



▪Risk management

▪Enhanced decision making

▪Optimized resource allocation

▪Project planning

▪Task delegation

▪Outcome prediction

▪Report generation

PM Related AI Benefits



OWASP LLM Threat Categories





▪ 3rd-party risk

▪ Bias

▪ Cybercrime

▪ Copyright

▪ Prompt injection

▪ Model poisoning

▪ Input Risk

▪ Output Risk

General Threats from AI Models



https://www.securityweek.com/claude-ai-apis-can-be-abused-
for-data-exfiltration/









Privacy

▪Compliance:

▪ 19 states have a consumer data privacy law

▪GDRP / CCPA / CMMC / HIPAA / HB 96

▪Contractual issues 

▪Trade secret theft



▪Conduct an inventory

▪ Implement governance 

▪Provide training

▪Avoid or anonymize/desensitize sensitive data

▪Retrieval Augmented Generation (RAG)

Mitigating the Privacy & Security Risks



▪ Implement a framework

▪Use an enterprise version

▪Use a local LLM

▪Choose training data carefully

▪Vet output carefully

Mitigating the Privacy & Security Risks



▪Ollama
▪ Llama

▪ Mistral

▪Train on 

your data

Local LLMs



▪Privacy first

▪General research and non-proprietary ideation 

only

▪Do not provide

▪ Sensitive data

▪ Proprietary data 

▪Beware of confident hallucinations

▪Vet all output before use

When using Public GAI, Remember…



Questions?

“Cybersecurity is national security” 
- NSA Director General Paul Nakasone



▪ https://openai.com/

▪ https://twitter.com/i/grok

▪ https://www.microsoft.com/en-us/microsoft-copilot

▪ https://meta.ai

▪ https://ollama.com/

▪ https://www.zdnet.com/article/best-ai-chatbot/

▪ https://www.pmi.org/infinity

▪ https://www.ibm.com/think/topics/agentic-ai

▪ https://blog.hubspot.com/marketing/write-ai-

prompts

Additional Resources



▪ Brian Roemmele: @BrianRoemmele

▪ Mark Andreesen: @pmarca

▪ Rowan Cheung: @rowancheung

▪ Sam Altman: @sama

▪ Andrew NG: @AndrewYNg

▪ Geoffrey Hinton: @geoffreyhinton

▪ Bruce Schneier:@schneierblog

▪ Mikko Hypponen: @mikko

▪ Me: @DaveHatter

For more information



ASK ABOUT OUR NO-COST, NO-OBLIGATION ASSESSMENT

Dave Hatter, CISSP, CISA, CISM, CCSP, CSSLP, PMP, ITIL
linkedin.com/in/davehatter | x.com/davehatter

hh

Get our checklist: 
https://www.intrust-it.com/cyber-security/cyber-essentials-checklist

• Catch Tech Friday live on 55KRC at 6:30 AM every Friday on 550 AM or http://55krc.iheart.com

• Catch Cyber Monday live on WTVG at 6:30 AM and Tech Support at 9:00 AM every Monday on 13 ABC or https://www.13abc.com/

Thank You! 

http://55krc.iheart.com/


Intrust At A Glance
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